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Use-Case Specification: Obfuscate application code
1. Brief Description

The developer obfuscates the application compiled code using an external java code obfuscator.
2. Basic Flow of Events

B1. User selects the application
B2. User chooses to generate the obfuscated code
B3. System verifies that the code is compiled. If not error message is displayed with an option to compile.

B4. The system obfuscates the compiled code using the external obfuscator specified in the preferences

B5. The system notifies that the obfuscation was successfully executed or an error message is displayed in case of failure
3. Alternative Flow

3.1 Automatic obfuscation
3.1.1 Alternative flow 1: Select automatic code obfuscation
A1. User can select in preferences that the obfuscation is done automatically every time the code is successfully compiled
A2. Project settings are changed to reflect the choice
3.1.2 Alternative flow 2: Automatic code obfuscation is executed

A3. User selects to compile the application code, or the system compiles it automatically, if specified in preferences

A4. If compiled successfully, the system obfuscates the compiled code using the external obfuscator specified in the preferences

A5. The flow continues from step B4.

3.1.2.1 < An Alternative Subflow >

AS1. -
a) -
b) -
3.2 <Another Area of Functionality>

3.2.1 Alternative flow <number of flow>: <name of alternative flow>
4. Subflows

4.1 Subflow 1: <name of subflow>
S1. -
S2. -
a) -
b) -
S3. -
5. Key Scenarios

6. Preconditions

6.1 Precondition 1: Application exists
An application exists and is compilable.
6.2 Precondition 2: External obfuscator

An external java code obfuscator is defined in the preferences. 
7. Postconditions

7.1 Postcondition 1: Obfuscated code is created
The obfuscated code is generated in the project folder.
8. Extension Points

8.1 Extension point 1: <name of extension point>

9. Special Requirements

9.1 Special requirement 1: < name of special requirement >

10. Additional Information
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